
Zicheng Wang
wzc@smail.nju.edu.cn https://www.zi-c.wang/
+1 7202182926 15754311250

Research Interest
My research focuses onOperating SystemKernel Security, specifically in the areas of kernel vulnerabilities
prevention and isolation/compartmentalization techniques.

Recently I am researching on eBPF–an innovative in-kernel virtual machine–and its integration with AI

models, to enhance both the security and performance aspects of the kernel.

Education

2018 – 2024 Ph.D. Candidate, Nanjing University Computer Science.

Research Interest: Operating System Bugs, Kernel Isolation

2023 – 2024 Research Assistant, University of Colorado Boulder Computer Science Dept.

Research Interest: eBPF framework

2014 – 2018 B.Eng. Jilin University College of Software.Magna Cum Laude

Research Interest: Software Packer
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Skills

Academic Research Understand and extract the rationale behind research questions, discover and

present new insights...

Operation System Master the architecture of the server/IOToperating systems and the functions and

implementation of subsystems. Familiar with details about intel CPU and virtu-

alization technology. Understand the static and dynamic program analysis and

replay publicly reported kernel bugs.

Teaching Experience

2018 Autumn Advanced Object Oriented Programming as TA for undergraduates.

2019 Summer Assembly Programming as TA for undergraduates.

Open Source

ERA An eBPF-assisted Randomization Allocator to prevent kernel heap vulnera-

bilities.

PET An eBPF framework to prevent discovered errors from being triggered.

TA-BattleEinsteinChess A robust EinsteinChess battle server, support more than 200 connections on

a desktop.

CCFrank4dblp Displays the China Computer Federation (CCF) recommended rank of con-

ferences and journals in the dblp, Google Scholar, Connected Papers andWeb

of Science search results.
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https://github.com/purplewall1206/ERA-eBPF-assisted-Randomize-Allocator
https://github.com/purplewall1206/PET
https://github.com/purplewall1206/TA-BattleEinsteinChess
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